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1
Decision/action requested

Discuss and agree the text proposal  
2
References
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3
Rationale

This contribution proposes a high-level model of roles for the operations of next generation networks. Based on ITU-T M.3010 layered management architecture, it depicts what are the impacts of introducing the network slice concept in this management architecture, per operator-driven use case.
4
Detailed proposal
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4
Management Architecture Concept 
The next generation network may be composed of virtualized network elements and non-virtualized network elements, the management of next generation network may make use of the management of the virtualization network functions. The management of the network element may include the network function management and resource management.

For the management of the virtualization network elements, the virtualized resource of the network element are managed as specified by ETSI NFV. The network functions are managed by network management function as specified by 3GPP. 

For the management of the non-virtualized network elements, both network function and network resource are managed by network management function as specified by 3GPP.
4.1
High-level functional model of roles
In the context of next generation networks, responsibilities with regard to operations have to be clearly defined and assigned to roles. Figure 4.1-1 depicts a high-level functional model of roles, based on Figure 6.1.1-1 of TS 28.500 [x].

[image: image1]
Figure 4.1-1. High-level functional model of roles
Definition of roles:

# Network Operator (NOP): Provides communication services to its customers (e.g. end users or business). Designs, builds and operates networks to offer such services. Entities from Figure 4.1-1 which are under the responsibility of NOP are: NE (PNF), VNF, DM, NM, VNFM, NFVO.
# Virtualization Infrastructure Service Provider (VISP): Provides virtualized infrastructure services to Network Operators (NOP). Designs, builds and operates virtualization infrastructure(s). In some use cases, the VISP can be a Cloud Service Provider, leading to the NOP being a Cloud Service Customer ([y]). Entities from Figure 4.1-1 which are under the responsibility of VISP are: NFVI, VIM.
Depending on actual deployments, the roles defined here above can be played by one single organization or by several ones. Similarly, an organization can play one or several of the roles defined above.
Note: the list of roles above is not exhaustive, for sake of simplicity.
4.2
Roles and management architecture
Each of the roles defined in clause 4.1 may have its own management architecture, based on Figure 5 of ITU-T M.3010 [z]:
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Figure 4.2-1. TMN layered management architecture
As far as NOP is concerned, Table 4.2-1 gives a (non-exhaustive) list of managed resources, management functions and data artefacts under NOP responsibility, per TMN management layer.
Table 4.2-1. TMN layers managed resources, management functions and data artefacts
	TMN layer
	Managed Resources
(not exhaustive)
	Management Functions
(not exhaustive)
	Data Artefacts
(not exhaustive)

	Business Management Layer
	Out of scope of 3GPP
	Out of scope of 3GPP
	Out of scope of 3GPP

	Service Management Layer
	Out of scope of 3GPP
	Out of scope of 3GPP
	Out of scope of 3GPP

	Network Management Layer
	Network / Sub-network
Network Service catalog
Network Service instances
	Network Management Systems (FCAPS)
NFV Orchestrator
	Network Service template

	Element Management Layer
	Sub-network, Network Element
PNFs, VNF catalog, VNF instances, VL records
Network Service catalog, Network Service instances (depending on use cases)
	Domain Manager (DM, a.k.a. EMS)
VNF Manager
NFV Orchestrator (depending on use cases)
	VNF descriptor, Virtual Link descriptor
Network Service template (depending on use cases)

	Network Element Layer
	Out of scope of SA5
	Out of scope of SA5
	Out of scope of SA5


4.3
Architecture of network slice management


[image: image3]
Figure 4.3-1. NOP layered management architecture augmented with new Network Slice Management Layer

Table 4.3-1 gives a (non-exhaustive) list of managed resources, management functions and data artefacts under NOP responsibility, for Network Slice Management Layer.
Table 4.3-1. NOP Network Slice Management Layer managed resources, management functions and data artefacts
	TMN layer
	Managed Resources
(not exhaustive)
	Management Functions
(not exhaustive)
	Data Artefacts
(not exhaustive)

	Network Slice Management Layer
	Network Slice catalog
Network Slice instances
	Network Slice Management Systems (FCAPS)
	Network Slice template


4.3.1
Use Case #1: Network Slice for NOP internal usage
In this use case, the Network Operator designs, builds and operates network slices for its own usage. NOP can design and build network slices according to e.g. service types (e.g. IoT, public safety, MVNO, etc.) which it offers to its customers. End-to-end services rely on network slices composed of portions of network dedicated to each slice or shared between network slices.
In this use case, NOP role contains the two following sub-roles: Network Slice Customer (NSC) and Network Slice Provider (NSP). NOP customers don’t have any knowledge of network slices created by NOP.

[image: image4]
Figure 4.3.1-1. Management architecture and roles for use case #1

4.3.2
Use Case #2: Network Slice as a Service

In this use case, the Network Operator designs, builds and operates network slices and offers to its customers the possibility to create their own instances from NOP network slice catalog.

[image: image5]
Figure 4.3.2-1. Management architecture and roles for use case #2

Network slices are operated by NOP. Based on agreements between NOP and its customers, the latter ones may be allowed to create their own network slices (only based on Network Slice Provider network slice catalog), be informed of events (alarms, configuration changes, etc.) happening on their network slices, receive KPIs related to their network slice instances, etc. The agreements between NOP and its customers specify which parts of network slice instances operations are under the responsibility of NOP and which parts are under the responsibility of customers.
In this use case, Network Slice Customers don’t have their own network slice catalog.
Inter-network slice instances management aspects are under the responsibility of the Network Slice Provider. Isolation between network slices instances offered to NOP customers is ensured by the Network Slice Provider.
Note: additional use cases could be identified. In particular, a use case in which NOP customers / partners could build their own network slices catalog based on NOP network services / VNFs. This use case would require NOP to expose its network services / VNFs catalog to its customers / partners. This use case is FFS.
	End of changes
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